2주차
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**소프트웨어의 정의**

컴퓨터 프로그램 및 그와 관련된 문서

**소프트웨어의 종류**

1. 응용 소프트웨어

특정한 응용분야에 사용하기 위해 개발된 소프트웨어

1. 시스템 소프트웨어

응용 소프트웨어를 지원하는 소프트웨어

[컴퓨터 시스템의 계층적 구조]

하드웨어 <-> 시스템 소프트웨어 <-> 응용 소프트웨어 <-> 사용자

**소프트웨어의 역할**

보안을 제공하는 동시에, 보안 문제가 발생하는 주요 원인

**역대 소프트웨어 버그**

1. 소련 조기 경보 시스템 오류

미국이 미사일을 발사했다는 잘못된 경보 울렸음.

원인 : 위성이 구름위에서 반사되는 햇빛을 오인

1. 미국 전화 통신회사 AT&T 전화망 마비

교환기 한대가 기계적인 문제를 겪었는데

소프트웨어에 대한 업그레이드가 발생하면서 오류 발생

1. 아리안 5 폭발버그

발사 후 몇초만에 폭파되는 사고

오버플로가 발생해서 일어난 사고
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**소프트웨어 보안**

소프트웨어가 기능을 제공할 때 위험을 파악하고 이것들을 관리하는 것

보안은 항상 보조 관심사로 묻혀진다

따라서 **보안과 기능 사이에서 충돌**이 일어난다.

또한 **보안과 관련한 성과를 확인하기 어렵다.**

**소프트웨어 보안 방법**

보안 위협

1. 정보 누출
2. 정보의 변조
3. 디도스 공격
4. 스푸핑(위장)
5. 불법적 접근

보안 기술 및 대책

1. 암호 기법
2. 접근 제어
3. 보안 기반 언어

보안대책이 새로운 보안취약점을 만드는 원인이 종종 되기도 한다.(ex 무차별 대입공격)

소프트웨어 보안 모델

대책 <-> 취약점간의 선순환을 거치면서 보안성을 증진시킨다
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**악성코드란?**

악의적 목적을 가진 프로그램 (Malware)

**악성코드의 증상**

1. 시스템 정보 변경
2. 시스템 재부팅
3. 전자우편 자동 발송
4. 네트워크 속도 저하
5. 파일 삭제 및 손상
6. 화면 출력
7. 특정음 발생

**악성코드의 발전 역사**

1999년도 : E-mail 사용

2000년대 : 소프트웨어 취약점을 활용하는 악성코드들 발생

최근 : 이메일 및 여러 가지 취약점 등 공격 가능한 루트로 발생

**악성코드 개발 목적**

일반적으로는 특정 목적을 가진 **지능적인 사이버 범죄자에 의해** 악성코드 개발

주요 목표에는

비밀번호 훔치기, 인증번호 수집, 스팸메일 발송, 디도스 공격등이 있다.

최근에는 랜섬웨어라는 악성코드가 유행

랜섬웨어 : 암호화된 파일들을 복호화해주는 대가로 돈을 요구

악성코드 개발자 : **개인, 조직, 정부**

**악성코드 생명 주기**

악성코드 **생성** -> **감염**시킴 -> **활동** -> 악성코드 **인지** -> 대책들 **반영** -> **박멸**

**보호 및 대응방안**

1. 신뢰받는 기업에서 만들어진 안티 바이러스 설치, 항상 최근 엔진으로 업데이트
2. 윈도우 보안 패치들을 최신으로 유지
3. 출처가 불분명한 파일 다운로드 x
4. 공유폴더 사용 제한 or 사용시 읽기 전용으로만
5. 패스워드 다양한 기호, 대소문자, 숫자로 조합한 패스워드 사용